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KIBERNETINIO SAUGUMO POLITIKA

I. BENDROSIOS NUOSATOS

I. Kibernetinio saugumo politika (toliau — Politika) yra skirta pateikti vieningus ir veiksmingus
Vilniaus Vladislavo Sirokomlés gimnazijoje, jstaigos kodas 190001462, registracijos adresas
Linkmeny g. 8, LT-09300 Vilnius, kontaktai: el. p. rastine@sirokomles.vilnius.Im.lt, tel. nr. 2 75 10 47
(toliau — [staiga), kibernetinio saugumo (toliau — Saugumo) valdymo principus, vadovybés pozicija
kibernetinio saugumo atzvilgiu bei uztikrinti efektyvy [staigos kibernetinio saugumo valdymo proceso
igyvendinima.

2. Si Politika privaloma visiems [staigos darbuotojams, prekiy ir (ar) paslaugy teikéjams ar
kitiems asmenims, susijusiems su [staigos veikla, kur yra valdoma, perduodama ar kitaip tvarkoma
informacija/ duomenys, valdomi procesai.

I1. TEISINIS PAGRINDAS

1. Kibernetinio saugumo jstatymas — nustato kibernetinio saugumo sistemos organizavima,
valdymg ir kontrolg, apibréZia kibernetinio saugumo politika formuojandias ir jgyvendinanéias
institucijas, jy kompetencija, funkcijas, teises ir pareigas, ypatingos svarbos informacinés
infrastruktiiros valdytojy pareigas bei atsakomybg ir kibernetinio saugumo uZtikrinimo priemones.
Informacinés saugos reikalavimai taikomi strateging ar svarbig reik3mg saugumui turin¢ioms jstaigoms,
nustato jrenginiy informacinés saugos organizavimo principus, pagrindus ir pagrindinius informacinés
saugos reikalavimus. Kibernetinio saugumo reikalavimai nustato organizacinius ir techninius
kibernetinio saugumo reikalavimus ypatingos svarbos informacinés infrastruktiiros valdytojams ir
vieSosioms jstaigoms.

IIL.SAVOKOS

2. Informacija — bet koks Ziniy elementas, pateiktas tinkama naudoti, saugoti, perduoti ar
apdoroti forma. Informacija apima Zodine, raSytine, audiovizualine, skaitmenine ar bet kokia kita forma
iSreikstus ir apibendrintus arba interpretuotus duomenis.

3. Informacijos saugumas - informacijos konfidencialumo, vientisumo ir prieinamumo
uztikrinimas. Kai tai tikslinga, papildomai gali biiti jtraukti ir kiti kriterijai, tokie kaip atsakingumas,
apskaita, autenti$kumas/patikimumas, nepaneigiamumas ir privatumas.

4. Informaciné aplinka — individai (naudotojai), organizacijos ir (ar) sistemos, kurios renka,
apdoroja arba platina informacija. Taip pat, ir pati informacija.



5. Informaciné sistema — informacijos apdorojimo sistemos ir organizacijos istekliy (pagios
informacijos, Zmoniy, techniniy priemoniy, finansy ir pan.) visuma, skirta informacijai apdoroti,
formuoti (kurti), skleisti (siysti ir gauti). Tai struktiirizuotas procesy ir procediry rinkinys, kuriame yra
kaupiami duomenys, organizuojami ir perduodami vartotojui.

6. Informaciniai iStekliai — informacija (duomeny bazés, duomeny rinkmenos, sutartys ir kiti
dokumentai, sisteminé ir projektiné dokumentacija, mokymy medZiaga, eksploatavimo ir prieZiliros
procediiros, testinumo ir atkiirimo planai); programiné jranga (taikomoji ir sisteminé programiné
jranga, jos kiirimo priemonés); aparatiné jranga (duomeny laikmenos, organizaciné, kompiuteriné ir
ry$iy jranga); informaciniy technologijy ir telekomunikacijy (toliau — ITT) funkcionavimui reikalingos
paslaugos; iorés $aliy teikiamos ITT paslaugos ir infrastruktiriniai istekliai; darbuotojy kvalifikacija ir
jgldziai.

7. ISorés Salys — paslaugy teikéjai, partneriai, pacientai, kiti asmenys, turintys ar galintys tureéti
prieigg prie [staigos informaciniy iStekliy.

8. Kibernetiné aplinka — informaciniy ir sveikatos procesy valdymo sistemy naudotojai,
tinklai, jrenginiai, programiné jranga, perduodama arba saugoma informacija, paslaugos ir sistemos,
kurios gali biiti pasiekiamos elektroniniais rysiy tinklais tiesiogiai arba netiesiogiai.

9. Kibernetinis saugumas — reiskia [staigos gebéjima kibernetinéje erdvéje apsaugoti [staigos
elektroninj ry§iy tinklg, informacinés ir sveikatos procesy valdymo sistemas bei jas apginti kibernetiniy
ataky atveju. Tai visuma teisiniy, informacijos sklaidos, organizaciniy ir techniniy priemoniy, skirty
kibernetiniams incidentams i¥vengti, juos aptikti, analizuoti ir reaguoti j juos bei jprastinei elektroniniy
ry$iy tinkly, informaciniy ir sveikatos procesy valdymo sistemy veiklai, jvykus Siems incidentams,
atkurti.

10. Konfidencialumas — informacijos savybé, uZtikrinanti jos prieinamumg tik tiems fiziniams
ar juridiniams asmenims (naudotojams), kuriems tokia teisé suteikta.

11. Pricinamumas — informacijos savybé, garantuojanti informacijos ir jos prieigai butiny
istekliy prieinamumg sankcionuotam naudotojui reikiamu metu.

12. Vientisumas — informacijos savybé¢, nusakanti jos tikslumg ir pilnumo apsaugg bei
uztikrinanti, kad informacija nebuvo atsitiktiniu ar neteisétu biidu pakeista ar sunaikinta.

13. Visi auk&&iau mineéti principai yra svarbiis analizuojant grésmes ir formuojant $ig Politika.

IV.TIKSLAI

14. Saugi ir patikima kibernetiné [staigos aplinka, uZtikrinanti auksta elektroniniy ry3iy tinkly,
informaciniy ir sveikatos procesy valdymo sistemy bei informacijos saugumo lygj — tai strategidkai
svarbi ir biitina sékmingos Istaigos veiklos ir jos tolimesnés plétros bei [staigos turto ir reputacijos
i$saugojimo salyga. .

15. Pagrindiniai informacijos ir kibernetinio saugumo uztikrinimo tikslai:

15.1. Uztikrinti saugig ir patikimg kiberneting Istaigos aplinkg, atsiZvelgiant j |staigos
veiklos tikslus ir nevir$ijant Vadovybés valdomos bei prisiimamos rizikos lygio;

15.2. Uztikrinti  [staigos informacijos saugumg - ty. [staigos informacijos
konfidencialuma, vientisumg ir prieinamumag;

15.3. Uztikrinti [staigos veiklos testinumg — t.y. elektroniniy rysiy tinkly, informaciniy ir
sveikatos procesy valdymo sistemy techninés bei programinés jrangos
nepertraukiamg veiklg, incidenty valdymg ir savalaikj veiklos atstatymg;

15.4. le3koti naujy biidy ir priemoniy, uZtikrinandiy saugumg, tatiau nemaZinanliy
patogumo naudotojams ir sistemas eksploatuojan¢iam techniniam personalui;



15.5.

Uztikrinti ir valdyti atitikimg, informacijos ir kibernetinj saugumg bei asmens
duomeny apsaugg reglamentuojanciy teisés akty reikalavimams.

V. PRINCIPAI

16. [staigos kibernetinés aplinkos, informaciniy ir sveikatos procesy valdymo sistemy saugumas
yra uZtikrinamas bei valdomas kuriant ir tobulinant vieningg saugumo sistema, kurig sudaro teisinés,
techninés, organizacinés bei Svietimo (mokymo) priemonés, parenkamos siekiant valdyti rizikg ir jg
sumazinti iki |staigos vadovybei priimtino rizikos lygio.

17. Istaigos vadovybé, siekdama uZtikrinti kibernetinj saugumg, nustato $iuos kibernetinio
saugumo valdymo principus:

17.1.

17.2.

17.3.

17.4.

17.5.

17.6.

17.7.

17.8.

Procesinis poziiiris — Sauguma uztikrinanti veikla Istaigoje turi biiti organizuojama
vadovaujantis procesiniu poZifiriu. kibernetinio saugumo valdymo sistemos procesy
rezultatai turi blti matuojami ir periodiSkai vertinami, siekiant uZtikrinti
nepertraukiamg procesy tobulinimg ir prisitaikymg prie besikeiiandios sveikatos
apsaugos sistemy aplinkos;

Darna — kiberneting sauga stiprinti sistemingai uztikrinant tolygy saugumo gerinima
visose [staigos veiklos srityse, nuosekliai diegiant gerasias kibernetinio saugumo
praktikas (SANS/CIS CSC20) ir nuolat identifikuojant bei stiprinant silpniausias
saugumo sistemos grandis;

Standartizavimas — kibernetinio saugumo procediiros turi bati aiSkiai reglamentuotos
ir visiems Zinomos, valdomos pagal nustatyt vieningg standartizuota process.
Diegiant ir tobulinant Saugumo procesus turi biiti sickiama vadovautis informacijos
saugumo valdymo sistemos standarto (1SO 27001) reikalavimais;

Prioritetizavimas — uZtikrinant Sauguma informacinése sistemose, saugos priemonés
vertinamos sekandiais aspektais, iSdéstant juos prioriteto tvarka: konfidencialumas,
vientisumas, prieinamumas. Saugumas sveikatos procesy valdymo sistemose
jgyvendinamas prioritetus nustatant sekaniai - prieinamumas, vientisumas ir
konfidencialumas;

Klasifikavimas (,,Biitina Zinoti*) — visa [staigos informacija turi biiti suskirstyta pagal
konfidencialumo lygius; visa nevie$a informacija aiSkiai paZyméta, o jos prieiga
[staigos personalui ir treéioms $alims suteikiama tiktai grieZtai vadovaujantis principu
,bltina Zinoti*;

Adekvatumas (saugumas prie§ patogumg) — apribojimai ir Saugumg uZtikrinan¢ios
techninés bei organizacinés priemonés diegiamos prioritetu imant Sauguma, tadiau
nevir§ijant rizikai iki [staigos vadovybei priimtino lygio sumaZinti biitinos ribos, ir
uztikrinant galimybe autorizuotam ]staigos personalui ir iSorés Salims naudotis
|staigos skaitmeninémis paslaugomis;

Racionalumas — diegiami nauji jrankiai ir kitos techninés bei organizacinés
priemonés, uZtikrinandios Sauguma bei apsaugg nuo kibernetiniy grésmiy ir
pazeidZiamumy, turi atitikti saugomos informacijos verte. Jas diegiant, vadovaujantis
Darnos principu, jvertinami bei panaudojami turimi [staigos iStekliai ir
kompetencijos;

Operatyvumas — uZtikrinamas nuolatinis informacinés ir kibernetinés aplinkos
stebéjimas ir efektyvus reagavimas j kibernetinius incidentus bei informacijos ir
kibernetinio saugumo incidenty (kriziy) valdymas;



17.9. Prevencija — didesnis démesys turi biti skiriamas prevencijai, o ne reagavimui

incidentus ir jy pasekmes.
18. Siekdama jgyvendinti nustatytus kibernetinio saugumo valdymo principus, [staigos

vadovybé jsipareigoja:

18.1. Skatinti ir propaguoti incidenty prevencija uZtikrinan&ias priemones bei visuotinés
kibernetinés higienos (sgmoningumo) ir Saugumo kultiirg;

18.2. Skirti idteklius, butinus nuolat planingai gerinti Saugumg uZtikrinan¢io personalo
kvalifikacijg bei jgiidZius;

18.3. Suteikti kompetencijas ir jgaliojimus vadovams derinti bei tvirtinti su priskirtu
Saugumo valdymo procesu susijusius dokumentus.

VI.KONTROLE

19. Sios Politikos jgyvendinimo, kontrolés, organizavimo bei uZtikrinimo veiksmai ir
atsakomybés apraSomos $ioje Politkoje ir kituose [staigos lokaliuose teisés aktuose, susijusiuose su
kibernetiniu saugumu ir (ar) asmens duomeny apsauga.

20. [staigos Politikos atitikties teisés akty reikalavimams vertinimui ir pasidlymy dél Politikos
tobulinimo teikimui vyriausiasis gydytojas sudaro Saugumo komisijg, kurios uZdaviniai, funkcijos ir
darbo organizavimo principai apibrézti Saugumo komisijos darbo reglamente.

21. Kibernetinio saugumo jgaliotinis ne retiau kaip kartg per 2 (dvejus) metus turi inicijuoti
vidaus patikrinima, siekdamas nustatyti ar §j Politika yra tinkamai jgyvendinama praktikoje, ir parengti
bei pateikti Saugumo komisijai pasitilymus dél Sios Politikos pakeitimy poreikio.

VII. MINIMALUS KIBERNETINIO SAUGUMO REIKALAVIMAI

22. Priklausomai nuo prieigos ir darbo su informacinémis sistemomis, informacija bei duomeny
tinklais ypatybémis gali biti taikomi papildomi techniniai ir organizaciniai reikalavimai nurodyti
kituose LR teisés aktuose.

23. Nuotolinio darbo saugumo reikalavimai. [vertinus galimas rizikas ir suteikiant ISorés 3aliai
galimybe dirbti nuotolinéje kompiuterizuotoje darbo vietoje priklausangioje I3orés 3aliai bei suteikiant
nuotoline prieiga prie [staigos informaciniy sistemy Bendrajame duomeny tinkle bitina:

23.1. Drausti nuotoling prieiga jei nenaudojamas saugus VPN ry3ys;

23.2. Isitikinti, kad informacinés sistemos, kompiuteriné jranga ir duomeny tinklai, i$ kuriy
jungiamasi per nuotolj, yra saugiis ir patikimi (atnaujinta operaciné sistema ir kita
programiné jranga, jdiegta antivirusiné programinés jranga, jjungta ir sukonfigliruota
ugniasiené ir t.t.);

23.3. Uztikrinti savalaike ir reguliarig prieigos teisiy kontrole;

23.4. Vykdyti nuolatinj veiksmy stebéjima ir kontrolg;

23.5. Uztikrinti Istaigos konfidencialios ir nevieSinamos informacijos apsaugg techninémis
priemonémis;

23.6. Utikrinti, kad nuotolinio prisijungimo ry$ys biity kontroliuojamas su i§ anksto
tarpusavyje suderintais tikslais;

23.7. Nuotolinio ry$io sujungimas ir nuotolinés prieigos suteikimas vykty vadovaujantis
principu ,,Biitina darbui* bei turéty sutartg galiojimo terming.

24. Saugumo reikalavimai personalui:

24.1. staiga turi vykdyti savo darbuotojy kibernetinio saugumo samoningumo ugdymg
suteikiant technines, procediirines ir saugios veiklos Zinias;



25.

24.2. Kiekvienas [staigoje dirbantis asmuo privalo bati atsakingo [staigos darbuotojo
supaZindintas su [staigoje galiojancia kibernetinio saugumo politika.

Bendrieji kibernetinio saugumo reikalavimai:

25.1. Istaiga turi uZztikrinti, kad bet kokia nauja technologija, jdiegta Istaigoje, yra
sankcionuota ir yra gautas |staigos direktoriaus leidimas jg naudoti, taip pat uZtikrinti,
kad Sios technologijos sauga yra pakankama;

25.2. Informaciniy sistemy naudotojas ar administratorius turi patvirtinti savo tapatybe
slaptaZodZiu arba kita tapatumo patvirtinimo priemone;

25.3. Suteikiant laikinus slaptaZodZius Informaciniy sistemy naudotojams ir
administratoriams, Sie slaptaZodZiai turi biiti unikaliis kiekvienam i3tekliaus
naudotojui ir perduodami saugiu biidu;

25.4. SlaptaZodZiai negali buti saugomi ar perduodami atviru tekstu. Tik laikinas
slaptazodis gali biiti perduocdamas atviru tekstu, tagiau atskirai nuo naudotojo vardo,
jeigu Informaciniy sistemy naudotojas neturi galimybiy ig$ifruoti gauto uZifruoto
slaptaZodZio ar néra techniniy galimybiy Informaciniy sistemy naudotojui perduoti
slaptaZodi $ifruotu kanalu ar saugiu elektroniniu ry$iy tinklu;

25.5. Visose Informacinése sistemose, prie§ pradedant jas eksploatuoti, Informaciniy
sistemy administratoriai privalo pakeisti standartinius (gamintojy) slaptaZodZius j
Siuos reikalavimus atitinkan¢ius slaptazodzius;

25.6. Informaciniy sistemy dalys, patvirtinangios Informaciniy sistemy naudotojo
tapatuma, turi drausti automatiskai i$saugoti slaptazodZius;

25.7. Informaciniy sistemy naudotojams negali biiti suteikiamos Informaciniy sistemy
administratoriaus teisés;

25.8. Kiekvienas Informaciniy sistemy naudotojas ar administratorius turi bati unikaliai
atpaZjstamas;

25.9. Informacinése sistemose turi biti i$jungiamos visos nereikalingos gamyklinés
naudotojy paskyros (tame tarpe svecio paskyra);

25.10.  Viesai prieinamose kompiuterizuotose darbo vietose paskutinio naudotojo vardas
neturi biiti matomas prisijungimo metu;

25.11.  Prieiga turi biiti suteikiama vadovaujantis principu ,,Biitina darbui*;

25.12.  Nuotoliné prieiga prie Informaciniy sistemy su administratoriaus paskyra turi
biti draudZiama;

25.13.  Prisijungdamas nuotoline prieiga prie Informaciniy sistemy naudotojas turi
patvirtinti savo tapatybe slaptaZzodZiu arba kita tapatumo patvirtinimo priemone. ;

25.14.  Bet kokia nesankcionuota nuotoliné prieiga prie |staigos informaciniy sistemy ir
duomeny ar jrangos turi biiti draudZiama;

25.15.  Nuotoliné prieiga prie [staigos informaciniy sistemy ir duomeny tinklo i§ viesyjy
duomeny tinkly turi biiti $ifruojama taikant VPN technologija;

25.16.  Technologiniame duomeny tinkle informaciniy istekliy (tarnybiniy stoéiy,
komutatoriy, marSrutizatoriy, ugniasieniy ir pan.) administravimui turi bati
naudojama atskira techniné jranga neturinti el. pa$to paskyros, prieigos prie vie$yjy
duomeny tinkly ar naudojama darbui su konfidencialia informacija.

25.17. |manoma gauti duomenis ar iSraSg i§ informacinés sistemos (informaciniy
sistemy) apie tai, kad konkretus asmuo gali naudotis asmens duomenimis, kokia
dieng ir kokiu laiku galima naudotis asmens duomenimis ir kokios procediiros
atliekamos asmens duomeny atzvilgiu (pvz., kai darbuotojas pakeicia arba panaikina
asmens duomenis).



25.18.  Serveris (-iai) yra |staigos patalpose.

25.19.  |staigos informacinés sistemos, kuriose laikomi asmens duomenys, numato
galimybe pateikti asmens duomenis apie duomeny subjekta (pvz., duomeny subjektui
paprasius pateikti jo asmens duomeny kopijq).

25.20. |staiga naudoja saugumo priemones asmens duomenims apsaugoti: VPN ry3ys
nuotolinei prieigai; Asmens duomeny saugojimas ar siuntimas Sifruota forma; Saugus
spausdinty dokumenty laikymas (pvz., seifai, rakinamos spintelés, archyvo patalpos
ir pan.); Saugus spausdinty dokumenty naikinimas (pvz., specialios Siuksliadézés
seniems spausdintiems dokumentams, dokumenty naikikliy naudojimas ir pan.).

25.21.  Istaiga atlicka bandymus, siekdama aptikti asmens duomeny tvarkymo klaidas ar
nustatyti paZeidimus (pvz., ar darbuotojai gali naudotis tik asmens duomenimis,
kuriais jiems leista naudotis, ir ar asmens duomenys, kurie turi biti istrinami, i$ tiesy
yra istrinami i$ visy saugojimo viety).

VIII. KIBERNETINIU INCIDENTY KATEGORIJOS, INFORMAVIMAS APIE

KIBERNETINIUS INCIDENTUS IR KIBERNETINIY INCIDENTY TYRIMAS

26. Kibernetiniai incidentai skirstomi j keturias kategorijas:

27.

28.

29.
30.

31.

26.1. Pavojingi kibernetiniai incidentai;

26.2. Didelio poveikio kibernetiniai incidentai;

26.3. Vidutinio poveikio kibernetiniai incidentai;

26.4. Nereikimingo poveikio kibernetiniai incidentai.

Kriterijai, kuriais vadovaujantis [staigos kibernetiniai incidentai priskiriami Politikos

30 punkte nustatytoms kategorijoms, nustatyti Politikos priede.

Kibernetinius incidentus Politikos 29.2-30.4 papunk&iuose nustatytoms Kkategorijoms,

atsizvelgdami j Politikos priede nustatytus kriterijus, priskiria ]staigos, kurios ry$iy ir

informacinése sistemose nustatyti kibernetiniai incidentai. Jeigu nustatytas kibernetinis
incidentas ir (ar) jo poveikis atitinka bent vieng i§ kriterijy, nuredyty Politikos priede,
bidingy Politikos 29.1 papunktyje nustatytai pavojingo kibernetinio incidento kategorijai,

[staiga kibernetinj incidenta priskiria 30.2 papunktyje nustatytai didelio poveikio

kibernetinio incidento kategorijai.

Kibernetinius incidentus Politikos 30.1 papunktyje nustatytai pavojingo kibernetinio

incidento kategorijai turi teis¢ priskirti tik Nacionalinis kibernetinio saugumo centras.

Istaiga Nacionalinj kibernetinio saugumo centra informuoja apie:

30.1. Didelio poveikio kibernetinius incidentus — nedelsiant, bet ne véliau kaip per
vieng valanda nuo jy nustatymo;

30.2. Vidutinio poveikio kibernetinius incidentus — ne véliau kaip per keturias valandas
nuo jy nustatymo;

30.3. Nereik$§mingo poveikio kibernetinius incidentus — periodiskai kiekvieno kalendorinio
ménesio pirmg darbo dieng teikiant apibendrintg informacija apie kiekvienos grupés
incidenty, jvykusiy nuo paskutinio prane$imo teikimo dienos, skaiciy.

Nacionalinis kibernetinio saugumo centras informuojamas apie didelio ar vidutinio

poveikio kibernetinius incidentus staigos praneSimu, kuriame nurodoma:

31.1. Kibernetinio incidento grupé (grupés), pogrupis (pogrupiai) ir poveikio kategorija,
nustatyta pagal Politikos priede pateiktus kriterijus;

31.2. Trumpas kibernetinio incidento apiblidinimas;

31.3. Tikslus laikas, kada kibernetinis incidentas jvyko ir buvo nustatytas;



31.4. Kibernetinio incidento $alinimo tvarka (nurodant, ar tai prioritetas, ar ne);

31.5. Tikslus laikas, kada bus teikiama kibernetinio incidento tyrimo ataskaita.

32. |staiga imasi visy jmanomy priemoniy, biitiny kibernetiniam incidentui suvaldyti ir jprastai
ry$iy ir informaciniy sistemy veiklai atkurti.

33. [staiga tyrimo i$vadoje turi apra8yti Zinoma informacijg:

33.1. Kibernetinio incidento grupé (grupés), pogrupis (pogrupiai) ir poveikio kategorija,
nustatyta pagal Politikos priede pateiktus kriterijus;

33.2. Rysiy ir informacinés sistemos, kurioje nustatytas kibernetinis incidentas, tipas
(elektroniniy ryS$iy tinklas, informaciné sistema, registras, pramoniniy procesy
valdymo sistema, tarnybiné stotis ir panaSiai);

33.3. Kibernetinio incidento veikimo trukmé;

33.4. Kibernetinio incidento $altinis;

33.5. Kibernetinio incidento pozymiai;

33.6. kibernetinio incidento veikimo metodas;

33.7. Galimos ir (ar) nustatytos kibernetinio incidento pasekmés;

33.8. Kibemnetinio incidento poveikio pasireiskimo (galimo i$plitimo) mastas;

33.9. Kibernetinio incidento biisena (aktyvus, pasyvus);

33.10.  Priemonés, kuriomis kibernetinis incidentas nustatytas;

33.11.  Galimos ir (ar) taikomos kibernetinio incidento valdymo priemonés.

34. [staiga, jvertinusi, kad negalés savarankiSkai iStirti ar suvaldyti kibernetinio incidento per
protingg terming, ne véliau kaip per dvideSimt keturias valandas nuo $iy aplinkybiy
nustatymo kreipiasi pagalbos j Nacionalinj kibernetinio saugumo centra.

35. [staiga po kibernetinio incidento suvaldymo ar pasibaigimo pagal kompetencijg atlieka jo
analize. Dél Kkibernetiniy incidenty, priskirty nereik$mingo kibernetinio incidento
kategorijai, kibernetinio incidento analizé neatliekama.

36. staiga, kurios ry$iy ir informacinéje sistemoje tirtas kibernetinis incidentas, iSanalizavusi ir
jvertinusi visg informacija, susijusig su kibernetiniu incidentu, atliktus veiksmus ir
panaudotas priemones:

IX. BAIGIAMOSIOS NUOSTATOS

37. Sios Politikos jgyvendinimo, kontrolés, organizavimo bei uZtikrinimo veiksmai ir
atsakomybés apraSomos $ioje Politikoje ir kituose Istaigos lokaliuose teisés aktuose, susijusiuose su
kibernetiniu saugumu ir (ar) asmens duomeny apsauga.

38. |staigos Politikos atitikties teisés akty reikalavimams vertinimui ir pasitlymy dél Politikos
tobulinimo teikimui Istaigos direktorius sudaro Saugumo komisijg, kurios uzdaviniai, funkcijos ir
darbo organizavimo principai apibréZti Saugumo komisijos darbo reglamente.

39. Kibernetinio saugumo jgaliotinis ne re€iau kaip karta per 2 (dvejus) metus turi inicijuoti
vidaus patikrinima, siekdamas nustatyti ar §j Politika yra tinkamai jgyvendinama praktikoje, ir parengti
bei pateikti Saugumo komisijai pasitilymus dél Sios Politikos pakeitimy poreikio.
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